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. USTAVNA OSNOVA

Ustavna osnova za donoSenje Zakona o potvrdivanju Ugovora izmedu Vlade Republike
Hrvatske i Vlade Madarske 0 razmjeni i uzajamnoj zastiti klasificiranih podataka sadrzana je u
odredbi ¢lanka 140. stavka 1. Ustava Republike Hrvatske (Narodne novine, br. 85/10 - procisc¢eni
tekst i 5/14 - Odluka Ustavnog suda Republike Hrvatske).

1. OCJENA STANJA | CILJ KOJI SE DONOSENJEM ZAKONA ZELI POSTICI

Potreba za medunarodnom razmjenom podataka ili materijala, koji su prema nacionalnom
zakonodavstvu klasificirani odnosno oznaceni jednim od zakonom utvrdenih stupnjeva tajnosti,
nacelno je izraz s jedne strane bliskih vanjskopolitickih odnosa izmedu drzava, a s druge strane
povecane potrebe za njihovim uzajamnim i uskladenim djelovanjem na rjesavanju suvremenih,
osobito sigurnosnih problema koji ¢esto svojim razmjerima i kompleksnos¢u nadilaze nacionalne
okvire.

Takoder je medunarodna razmjena i zastita klasificiranih podataka na navedeni nacin
obuhvacéena i pojedinim zakonima koji ureduju neka podruéja rada drzavnih tijela Republike
Hrvatske (npr. Zakon o sigurnosno-obavjestajnom sustavu Republike Hrvatske i sl.).

Tijekom 2007. godine doneseni su zakoni iz podru¢ja informacijske sigurnosti kojima je
osigurana primjena potrebnih mjera i standarda u razmjeni klasificiranih podataka izmedu
Republike Hrvatske i drugih zemalja i organizacija te je zapoceto s postupcima sklapanja
medunarodnih ugovora kojima se razmjenjuju i Stite klasificirani podaci izmedu Republike
Hrvatske i drugih zemalja i medunarodnih organizacija. Podzakonskim aktima donesenim na
temelju zakona koji su uredili podru¢je informacijske sigurnosti, uspostavljeni su strukovni
standardi za odgovarajuce, cjelovito uredenje zastite klasificiranih podataka, kako na unutarnjem
tako 1 na medunarodnom planu.

Sukladno rjeSenjima i standardima utvrdenim u spomenutim propisima, potpisan je dana 10.
lipnja 2016. godine u Budimpesti, Ugovor izmedu Vlade Republike Hrvatske i Vlade Madarske 0o
razmjeni i uzajamnoj zastiti klasificiranih podataka, kojim se u odnosima Republike Hrvatske i
Madarske stvara pravni okvir te uspostavljaju pravila za razmjenu i uzajamnu zastitu klasificiranih
podataka, koja ¢e se odnositi na sve buduce ugovore o suradnji i klasificirane ugovore koje
ugovorne stranke sklapaju, a koji sadrze ili ukljucuju klasificirane podatke.

1. OSNOVNA PITANJA KOJA SE PREDLAZU UREDITI ZAKONOM

Ovim Zakonom potvrduje se Ugovor izmedu Vlade Republike Hrvatske i VIade Madarske o
razmjeni i uzajamnoj zastiti klasificiranih podataka, kako bi njegove odredbe u smislu ¢lanka 141.
Ustava Republike Hrvatske (Narodne novine, br. 85/10 - procisceni tekst i 5/14 - Odluka Ustavnog
suda Republike Hrvatske) postale dio unutarnjeg pravnog poretka Republike Hrvatske.



Ugovorom se uspostavlja pravni okvir za osiguranje zastite klasificiranih podataka koji
zajednicki nastaju ili se razmjenjuju izmedu ugovornih stranaka, odreduju se nadlezna tijela za
provedbu Ugovora, utvrduju se istoznaéni stupnjevi tajnosti, postupanje s klasificiranim podacima,
obveze u pogledu nacionalnih mjera za zastitu klasificiranih podataka, sigurnosna suradnja u ovom
podrucju, sadrzane su posebne odredbe o klasificiranim ugovorima, ureduju se mehanizmi prijenosa
klasificiranih podataka, nacin ostvarivanja posjeta koji zahtijevaju pristup klasificiranim podacima,
postupanje u slucaju povreda sigurnosti, kao i pitanje troskova nastalih u provedbi i nadzoru
Ugovora.

IV. OCJENA SREDSTAVA POTREBNIH ZA PROVEDBU OVOGA ZAKONA

Za provedbu ovoga Zakona nije potrebno osigurati dodatna financijska sredstva u Drzavnom
proracunu Republike Hrvatske.

V. PRIJEDLOG ZA DONOSENJE OVOGA ZAKONA PO HITNOM POSTUPKU

Temelj za donoSenje ovoga Zakona po hitnom postupku nalazi se u ¢lanku 204. stavku 1.
Poslovnika Hrvatskoga sabora (Narodne novine, br. 81/13 i 113/16) i to u osobito opravdanim
drzavnim razlozima. Naime, s obzirom na razloge navedene u tockama Il. i Ill. ovoga Prijedloga,
kao i ¢injenicu da je Ugovor izmedu Vlade Republike Hrvatske i Vlade Madarske o razmjeni i
uzajamnoj zastiti klasificiranih podataka znacajan mehanizam za ostvarivanje zastite u podruc¢ju
informacijske sigurnosti te zastite klasificiranih podataka koji se razmjenjuju izmedu Republike
Hrvatske i Madarske, ocjenjuje se da postoji interes da Republika Hrvatska Sto skorije okonc¢a svoj
unutarnji pravni postupak, kako bi se stvorile pretpostavke da Ugovor, u skladu sa svojim
odredbama, u odnosima dviju drzava stupi na snagu.

S obzirom na prirodu postupka potvrdivanja medunarodnih ugovora, kojim drzava i
formalno izraZzava spremnost da bude vezana ve¢ sklopljenim medunarodnim ugovorom, kao i na
Cinjenicu da se u ovoj fazi postupka, u pravilu, ne moZe mijenjati ili dopunjavati tekst
medunarodnog ugovora, predlaze se da se ovaj Prijedlog zakona raspravi i prihvati po hitnom
postupku, objedinjavajuci prvo i drugo Citanje.
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Clanak 1.
Potvrduje se Ugovor izmedu Vlade Republike Hrvatske i Vlade Madarske 0 razmjeni i
uzajamnoj zastiti klasificiranih podataka, potpisan u Budimpesti 10. lipnja 2016., u izvorniku na
hrvatskom, madarskom i engleskom jeziku.

Clanak 2.

Tekst Ugovora iz ¢lanka 1. ovoga Zakona, u izvorniku na hrvatskom jeziku, glasi:



UGOVOR
IZMEDU
VLADE REPUBLIKE HRVATSKE
I
VLADE MADARSKE
O RAZMJENI I UZAJAMNOJ ZASTITI

KLASIFICIRANIH PODATAKA

Vlada Republike Hrvatske i Vlada Madarske (u daljnjem tekstu ,,stranke®),

imajuci na umu vaznost uzajamne suradnje izmedu stranaka,

shvacajuci da dobra suradnja moze zahtijevati razmjenu klasificiranih podataka izmedu stranaka,
imajuci na umu da osiguravaju istovjetnu zastitu klasificiranih podataka,

zeledi osigurati zastitu klasificiranih podataka koje razmjenjuju one medusobno ili pravne ili fizicke
osobe pod njihovom nadleznosc¢u,

uzajamno poStujuci nacionalne interese i sigurnost,

sporazumijele su se kako slijedi:

CLANAK 1.
PREDMET | PRIMJENJIVOST UGOVORA

1. Predmet ovog Ugovora je osiguravanje zaStite klasificiranih podataka koji nastaju ili se
razmjenjuju u tijeku suradnje izmedu stranaka ili izmedu pravnih ili fizickih osoba pod
njihovom nadleznoséu.

2. Ovaj Ugovor ne utjeCe na obveze stranaka na temelju bilo kojeg drugog dvostranog ili
mnogostranog ugovora, uklju¢uju¢i sve ugovore kojima se ureduje razmjena 1 uzajamna zastita
klasificiranih podataka, osim kada ovaj Ugovor sadrzi stroze odredbe u vezi s razmjenom ili
uzajamnom zastitom klasificiranih podataka.

CLANAK 2.
DEFINICIJE

Za potrebe ovog Ugovora:

a) ,Klasificirani podaci®“ oznacava sve podatke, neovisno o njihovom obliku ili prirodi, koje je, u
skladu s nacionalnim zakonima i propisima bilo koje stranke, potrebno zastititi od povrede
sigurnosti i propisno su odredeni i odgovarajuce oznaceni;



b)

d)

9)

h)

)

K)

»NuzZnost pristupa podacima za obavljanje poslova iz djelokruga* oznacava nacelo prema
kojem se pristup odredenim klasificiranim podacima moze omoguciti samo osobi koja ima
potrebu pristupa tim klasificiranim podacima u vezi sa svojim sluzbenim duznostima ili zbog
izvrSenja odredene zadace;

»Stupanj tajnosti oznacava kategoriju koja, u skladu s nacionalnim zakonima i propisima,
predstavlja stupanj ograni¢enja pristupa klasificiranim podacima i minimalni stupanj njihove
zastite;

»Povreda sigurnosti® oznaCava svako Cinjenje ili necinjenje koje je u suprotnosti s ovim
Ugovorom ili s nacionalnim zakonima i propisima stranaka, a ¢iji rezultat moze dovesti do
otkrivanja, gubitka, uniStenja, zlouporabe klasificiranih podataka, ili bilo koje druge vrste
gubitka njihove povjerljivosti, cjelovitosti ili dostupnosti;

witranka posiljateljica* oznacava stranku, ukljucujuéi pravne ili fizicke osobe pod njezinom
nadleznos$¢u, koja ustupa klasificirane podatke;

w3tranka primateljica®“ oznacava stranku, ukljucujuci pravne ili fizicke osobe pod njezinom
nadleznos¢u, koja prima klasificirane podatke;

,Nacionalno sigurnosno tijelo“ oznacava drzavno tijelo odgovorno za provedbu i nadzor
ovog Ugovora;

»Uvjerenje o sigurnosnoj provjeri osobe* oznacava potvrdu nacionalnog sigurnosnog tijela
da fizicka osoba ispunjava uvjete za pristup klasificiranim podacima u skladu s nacionalnim
zakonima i propisima;

sUvjerenje o sigurnosnoj provjeri pravne osobe“ oznacava potvrdu nacionalnog
sigurnosnog tijela da pravna osoba, koja ima pravnu sposobnost, ima fizi¢ku i organizacijsku
sposobnost postupati s klasificiranim podacima i pohranjivati ih u skladu s nacionalnim
zakonima i propisima;

»Klasificirani ugovor® oznacava ugovor koji ukljucuje ili zahtijeva pristup klasificiranim
podacima;

sUgovaratelj* oznaCava fizicku ili pravnu osobu koja ima pravnu sposobnost sklapati
klasificirane ugovore u skladu s nacionalnim zakonima i propisima;

»Ireéa strana“ oznacava bilo koju drzavu, ukljucujuéi pravne ili fizicke osobe pod njezinom
nadleZno§¢u, ili medunarodnu organizaciju, koje nisu stranke ovog Ugovora.

CLANAK 3.
NACIONALNA SIGURNOSNA TIJELA

Nacionalna sigurnosna tijela stranaka su:

U Republici Hrvatskoj:
Ured Vijeéa za nacionalnu sigurnost (Office of the National Security Council)

U Madarskoj:
Nemzeti Biztonsagi Feliigyelet (National Security Authority).

Nacionalna sigurnosna tijela dostavljaju jedno drugom sluzbene kontakt podatke i obavjescuju
jedno drugo o svim naknadnim promjenama istih.

Stranke obavjeS¢uju jedna drugu diplomatskim putem o svim naknadnim promjenama
nacionalnih sigurnosnih tijela.



CLANAK 4.
STUPNJEVI | OZNAKE TAJNOSTI

1. Svi Klasificirani podaci nastali ili razmijenjeni u skladu s ovim Ugovorom oznacavaju se
odgovaraju¢im stupnjem tajnosti u skladu s nacionalnim zakonima i propisima stranaka.

2. Istoznacénice nacionalnih stupnjeva tajnosti i oznaka su sljedece:

U Republici Hrvatskoj U Madarskoj Istoznac¢nica na engleskom jeziku
VRLO TAINO »Szigortan titkos!” TOP SECRET
TAIJNO ,» Litkos!” SECRET
POVJERLIJIVO ,,Bizalmas!” CONFIDENTIAL
OGRANICENO ,,Korlatozott RESTRICTED
terjesztésii!”
CLANAK 5.

PRISTUP KLASIFICIRANIM PODACIMA

Pristup klasificiranim podacima u skladu s ovim Ugovorom ograni¢ava se samo na osobe kod kojih
postoji nuznost pristupa podacima za obavljanje poslova iz djelokruga, kojima je izdano
odgovarajuce uvjerenje o sigurnosnoj provjeri osobe u skladu s nacionalnim zakonima i propisima i
koje su informirane o svojim odgovornostima u svrhu zastite klasificiranih podataka.

CLANAK 6.
NACELA SIGURNOSTI

1. U skladu sa svojim nacionalnim zakonima 1 propisima stranke poduzimaju sve odgovarajuce
mjere za zaStitu klasificiranih podataka nastalih ili razmijenjenih u skladu s ovim Ugovorom.

2. Stranka posiljateljica:

a)

b)
c)

osigurava oznacavanje klasificiranih podataka odgovaraju¢im oznakama tajnosti u skladu
sa svojim nacionalnim zakonima i propisima;

obavjesc¢uje stranku primateljicu o svim uvjetima koriStenja klasificiranih podataka;
obavjeScuje stranku primateljicu, pisanim putem, bez odgode, o svim naknadnim
promjenama stupnja tajnosti ili trajanja klasifikacije.

3. Stranka primateljica:

a)
b)
c)
d)

osigurava oznacavanje klasificiranih podataka istoznacnom oznakom tajnosti, u skladu s
¢lankom 4. ovog Ugovora,;

dodjeljuje klasificiranim podacima istu razinu zaStite kakvu dodjeljuje svojim vlastitim
klasificiranim podacima istog stupnja tajnosti, u skladu s ¢lankom 4. ovog Ugovora;
osigurava da se klasificirani podaci ne deklasificiraju i da im se stupanj tajnosti ne mijenja
bez prethodne pisane suglasnosti stranke posiljateljice;

osigurava da se klasificirani podaci ne ustupaju trecoj strani bez prethodne pisane
suglasnosti stranke posiljateljice;




e) koristi klasificirane podatke samo u svrhu za koju su ustupljeni i u skladu s uvjetima
koristenja stranke posiljateljice.

CLANAK 7.
SIGURNOSNA SURADNJA

U svrhu odrzavanja sukladnih standarda sigurnosti, nacionalna sigurnosna tijela, na zahtjev,
obavjescuju jedno drugo o svojim nacionalnim zakonima i propisima koji se odnose na zastitu
klasificiranih podataka i postupcima koji proizlaze iz njihove provedbe. Nacionalna sigurnosna
tijela obavjes¢uju jedno drugo o svim naknadnim promjenama u svojim nacionalnim zakonima
i propisima koji se odnose na klasificirane podatke.

Na zahtjev, nacionalna sigurnosna tijela, u skladu sa svojim nacionalnim zakonima i propisima,
pomazu jedno drugom tijekom postupaka sigurnosne provjere osoba i postupaka sigurnosne
provjere pravnih osoba.

Na zahtjev, stranke, u skladu sa svojim nacionalnim zakonima i propisima, priznaju uvjerenja o
sigurnosnoj provjeri osobe i uvjerenja o sigurnosnoj provjeri pravne osobe koja je izdala druga
stranka. Clanak 4. ovog Ugovora odgovarajuce se primjenjuje.

Nacionalna sigurnosna tijela odmah obavjes¢uju jedno drugo o promjenama u vezi s priznatim
uvjerenjima o sigurnosnoj provjeri osobe i uvjerenjima o0 Sigurnosnoj provjeri pravne 0sobe,
osobito u sluc¢aju njihovog povlacenja.

Suradnja u skladu s ovim Ugovorom odvija se na engleskom jeziku.

CLANAK 8.
KLASIFICIRANI UGOVORI

Klasificirani ugovori sklapaju se i provode u skladu s nacionalnim zakonima i propisima svake
stranke. Na zahtjev, nacionalna sigurnosna tijela potvrduju da predlozeni ugovaratelji, kao 1
osobe koje sudjeluju u predugovornim pregovorima ili u provedbi klasificiranih ugovora
stupnja POVJERLJIVO / ,Bizalmas!” / CONFIDENTIAL ili viSeg imaju odgovarajuce
uvjerenje o sigurnosnoj provjeri osobe ili uvjerenje o sigurnosnoj provijeri pravne osobe.

Ako predlozeni ugovaratelj nema odgovarajuce uvjerenje o sigurnosnoj provjeri, nacionalno
sigurnosno tijelo stranke posiljateljice moze zatraZiti od nacionalnog sigurnosnog tijela stranke
primateljice izdavanje odgovarajuceg uvjerenja o sigurnosnoj provjeri.

Nacionalno sigurnosno tijelo jedne stranke mozZe zatraziti od nacionalnog sigurnosnog tijela
druge stranke provodenje sigurnosnog nadzora kako bi se osigurala trajna zastita klasificiranih
podataka u objektu koji se nalazi na drzavnom podrucju druge stranke, a koji je ukljucen u
klasificirani ugovor.

Svaki klasificirani ugovor ili podugovor sadrzi projektno-sigurnosne upute o sigurnosnim
zahtjevima, ukljucujuéi obveze ugovaratelja da zastiti klasificirane podatke, i o stupnju tajnosti
svakog elementa Klasificiranog ugovora. Primjerak projektno-sigurnosnih uputa prosljeduje se
nacionalnom sigurnosnom tijelu stranke u ¢ijoj se nadleznosti klasificirani ugovor treba
provesti.



Obveze ugovaratelja da zastiti klasificirane podatke uklju¢uju najmanje sljedece:

a) odobravanje pristupa Kklasificiranim podacima u skladu s nacionalnim zakonima i
propisima i ovim Ugovorom;

b) dostavu i prijenos klasificiranih podataka na nacin pobliZe odreden u ovom Ugovoru;

C) obavjes¢ivanje o svim promjenama koje mogu nastati u vezi s klasificiranim podacima;

d) koristenje klasificiranih podataka prema klasificiranom ugovoru samo u svrhe vezane uz
predmet ugovora;

e) strogo postivanje odredbi ovog Ugovora u vezi s postupcima rukovanja klasificiranim
podacima;

f) obavjes¢ivanje nacionalnog sigurnosnog tijela ugovaratelja o svakoj povredi sigurnosti u
vezi s klasificiranim ugovorom;

g) ustupanje klasificiranih podataka iz klasificiranog ugovora bilo kojoj tre¢oj strani samo uz
prethodnu pisanu suglasnost stranke poSiljateljice.

Podugovaratelji koji sudjeluju u klasificiranim ugovorima pridrzavaju se sigurnosnih uputa
koje vrijede za ugovaratelje.

CLANAK 9.
DOSTAVA | PRIJENOS KLASIFICIRANIH PODATAKA

Klasificirani podaci dostavljaju se u skladu s nacionalnim zakonima i propisima stranke
posiljateljice, diplomatskim putem ili na drugi nacin koji je pisano dogovoren izmedu
nacionalnih sigurnosnih tijela. Stranka primateljica potvrduje primitak klasificiranih podataka
stupnja TAIJNO / ,Titkos!” / SECRET i viSeg. Primitak ostalih klasificiranih podataka
potvrduje se na zahtjev.

Stranke mogu prenositi klasificirane podatke elektroni¢kim putem u skladu sa sigurnosnim
postupcima odobrenim od strane nacionalnih sigurnosnih tijela u pisanom obliku.

CLANAK 10.
UMNOZAVANJE, PREVODENJE I UNISTAVANJE KLASIFICIRANIH PODATAKA

Umnozeni primjerci i prijevodi klasificiranih podataka ustupljenih u skladu s ovim Ugovorom
nose odgovaraju¢e oznake stupnja tajnosti i Stite se kao izvornici. Broj umnozenih primjeraka
ogranicen je na broj potreban za sluZzbene svrhe.

Prijevodi klasificiranih podataka ustupljenih u skladu s ovim Ugovorom nose napomenu na
jeziku prijevoda, kojom se naznacuje da sadrze klasificirane podatke stranke poSiljateljice.

Klasificirani podaci ustupljeni u skladu s ovim Ugovorom oznafeni VRLO TAJNO /
»Szigoruan titkos!” / TOP SECRET prevode se ili umnozavaju samo uz prethodnu pisanu
suglasnost stranke posiljateljice.

Klasificirani podaci ustupljeni u skladu s ovim Ugovorom oznaceni VRLO TAJNO /
,»Szigoruan titkos!” / TOP SECRET se ne uniStavaju i vracaju se stranci posiljateljici.

Stranka posiljateljica moze, dodavanjem uvjeta koriStenja, izriCito zabraniti uniStavanje
klasificiranih podataka. Ako je uniStavanje klasificiranih podataka zabranjeno, oni se vracaju
stranci posiljateljici.



Klasificirani podaci Cije uniStavanje nije zabranjeno u skladu sa stavcima 4. 1 5. ovog Clanka 1
koji viSe nisu potrebni, uniStavaju se na nacin koji sprjecava njihovo potpuno ili djelomi¢no
obnavljanje.

posiljateljici, oni se uniStavaju bez odgode. Nacionalno sigurnosno tijelo stranke primateljice
pisano obavjes¢uje nacionalno sigurnosno tijelo stranke posiljateljice o uniStavanju
klasificiranih podataka bez odgode.

CLANAK 11.
POSJETI

Posjeti koji zahtijevaju pristup Kklasificiranim podacima podlijezu prethodnoj pisanoj
suglasnosti nacionalnog sigurnosnog tijela odnosne stranke.

Nacionalno sigurnosno tijelo stranke posjetitelja obavjescuje nacionalno sigurnosno tijelo
stranke domacina o planiranom posjetu putem zahtjeva za posjet najmanje dvadeset dana prije
posjeta. U Zurnim sluc¢ajevima zahtjev za posjet moze se podnijeti u kra¢em roku, $to podlijeze
prethodnoj koordinaciji izmedu nacionalnih sigurnosnih tijela.

Zahtjev za posjet sadrzi:

a) ime i prezime posjetitelja, datum i mjesto rodenja, drzavljanstvo i broj putovnice/
identifikacijske iskaznice;

b) radno mjesto posjetitelja i naznaku o pravnoj osobi koju predstavlja;

C) stupanj i valjanost uvjerenja o sigurnosnoj provjeri posjetitelja;

d) datum i trajanje posjeta, a u slu¢aju ponovljenih posjeta, ukupno razdoblje pokriveno
posjetima;

e) svrhu posjeta, ukljucujuci najvisi stupanj tajnosti ukljucenih klasificiranih podataka;

f) naziv i adresu pravne osobe koju se posjecuje, kao i ime, broj telefona/telefaksa i adresu
elektronicke poste kontakt osobe u istoj;

g) datum, potpis i otisak sluzbenog pecata nacionalnog sigurnosnog tijela;

h) bilo koji drugi podatak dogovoren od strane nacionalnih sigurnosnih tijela.

Nacionalna sigurnosna tijela mogu dogovoriti popis posjetitelja koji imaju pravo na ponovljene
posjete. Nacionalna sigurnosna tijela dogovaraju daljnje pojedinosti ponovljenih posjeta.

Klasificirani podaci koje posjetitelj dobije smatraju se klasificiranim podacima razmijenjenim u
skladu s ovim Ugovorom.

Svaka stranka jam¢i zaStitu osobnih podataka posjetitelja u skladu sa svojim nacionalnim
zakonima i propisima.
CLANAK 12.
POVREDA SIGURNOSTI
Nacionalna sigurnosna tijela bez odgode pisano obavjescuju jedno drugo o svakoj povredi

sigurnosti Klasificiranih podataka nastalih ili razmijenjenih u skladu s ovim Ugovorom ili o
osnovanoj sumnji u istu.
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2. Nacionalno sigurnosno tijelo stranke kod koje je doslo do povrede sigurnosti istrazuje dogadaj i
pokre¢e druge odgovarajuée postupke za utvrdivanje okolnosti povrede bez odgode.
Nacionalno sigurnosno tijelo druge stranke po potrebi suraduje u istrazi i postupcima.

3. U svakom slucaju, nacionalno sigurnosno tijelo stranke primateljice pisano obavjescuje
nacionalno sigurnosno tijelo stranke posiljateljice o okolnostima povrede sigurnosti,
razmjerima Stete, mjerama primijenjenim da bi je se ublazilo, te o ishodu istrage i postupaka.

4. Kada do povrede sigurnosti dode u tre¢oj drzavi, nacionalna sigurnosna tijela dogovaraju
radnje i mjere koje treba poduzeti bez odgode kako bi se moguca Steta svela na najmanju
mjeru.

CLANAK 13.
TROSKOVI

Svaka stranka snosi svoje vlastite troskove koji nastanu u tijeku provedbe i nadzora ovog Ugovora.

CLANAK 14.
ZAVRSNE ODREDBE

1. Ovaj Ugovor stupa na snagu prvog dana drugog mjeseca nakon datuma primitka posljednje
pisane obavijesti kojom stranke obavjeS¢uju jedna drugu, diplomatskim putem, da su ispunjeni
njihovi unutarnji pravni uvjeti potrebni za njegovo stupanje na snagu.

2. Ovaj Ugovor sklapa se na neodredeno vrijeme. Svaka stranka moze okoncati ovaj Ugovor u
svako doba pisanom obavije$¢u drugoj stranci, diplomatskim putem. U tom slu¢aju Ugovor
prestaje Sest mjeseci od datuma kada je druga stranka primila obavijest o okoncanju.

3. Ovaj Ugovor mozZe se izmijeniti i dopuniti u svako doba uzajamnim pisanim pristankom
stranaka. Takve izmjene 1 dopune stupaju na snagu u skladu sa stavkom 1. ovog ¢lanka.

4. Unato¢ prestanku ovog Ugovora, svi klasificirani podaci koji su nastali ili su razmijenjeni u
skladu s ovim Ugovorom nastavljaju se stititi u skladu s odredbama ovog Ugovora, osim ako
stranke pisano ne dogovore drukc¢ije.

5. Svaki spor u vezi s tumacenjem ili provedbom ovog Ugovora rjeSavat ¢e se konzultacijama i
pregovorima izmedu stranaka i ne¢e se podnositi na rjesavanje bilo kojem medunarodnom sudu
ili trecoj strani.

Sastavljeno u Budimpesti dana 10. lipnja 2016. u dva izvornika, svaki na hrvatskom, madarskom 1
engleskom jeziku, pri ¢emu su svi tekstovi jednako vjerodostojni. U slucaju razlika u tumacenju,
mjerodavan je engleski tekst.

Za Vladu Za Vladu
Republike Hrvatske Madarske
Pjer gimunovic’, V.I. Laszlo Tasnadi, v.r.
predstojnik drZavni tajnik za izvr§avanje zakonodavstva
Ureda Vijeéa za nacionalnu sigurnost u Ministarstvu unutarnjih poslova
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Clanak 3.

Provedba ovoga Zakona u djelokrugu je srediSnjeg drzavnog tijela nadleznog za poslove
informacijske sigurnosti.

Clanak 4.

Na dan stupanja na snagu ovoga Zakona, Ugovor iz ¢lanka 1. ovoga Zakona nije na snazi te
¢e se podaci o njegovom stupanju na snagu objaviti sukladno odredbi ¢lanka 30. stavka 3. Zakona o
sklapanju 1 izvrSavanju medunarodnih ugovora.

Clanak 5.

Ovaj Zakon stupa na snagu osmoga dana od dana objave u ,,Narodnim novinama“.

KLASA:

Zagreb,

HRVATSKI SABOR
Predsjednik
Hrvatskoga sabora

Bozo Petrov
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OBRAZLOZENJE

Clankom 1. Kona¢nog prijedloga zakona utvrduje se da Hrvatski sabor potvrduje Ugovor
izmedu Vlade Republike Hrvatske i Vlade Madarske 0 razmjeni i uzajamnoj zastiti klasificiranih
podataka, sukladno odredbama ¢lanka 140. stavka 1. Ustava Republike Hrvatske (Narodne novine,
br. 85/10- proc¢iscéeni tekst 1 5/14 — Odluka Ustavnog suda Republike Hrvatske), ¢ime se iskazuje
formalni pristanak Republike Hrvatske da bude vezana ovim Ugovorom, na temelju ¢ega ¢e ovaj
pristanak biti iskazan i u odnosima s drugom ugovornom strankom.

Clanak 2. sadri tekst Ugovora u izvorniku na hrvatskom jeziku.

Clankom 3. Kona¢nog prijedloga zakona utvrduje se da je provedba Zakona u djelokrugu
srediSnjeg drzavnog tijela nadleznog za poslove informacijske sigurnosti.

Clankom 4. utvrduje se da na dan stupanja na snagu Zakona, Ugovor izmedu Vlade
Republike Hrvatske i Vlade Madarske 0 razmjeni i uzajamnoj zastiti klasificiranih podataka nije na
snazi te da ¢e se podaci o njegovom stupanju na snagu objaviti sukladno odredbi ¢lanka 30. stavka

3. Zakona o sklapanju i izvrSavanju medunarodnih ugovora.

Clankom 5. ureduje se stupanje na snagu ovoga Zakona.
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